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World’s Largest Transportation Service Owns No Car 
	
  

World’s Largest Accomodation Provider Owns No Real Estate 
	
  

World’s Most Popular Media Owner Creates No Content 
	
  

World’s Most Valuable Retailer Has No Inventory 
	
  

World’s Largest Movie House Owns No Cinemas 
	
  





THE WORLD HAS CHANGED 
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Circular 16-01. Section 8. All personal data that is digitally 
processed must be encrypted, whether at rest or in transit. For 
this purpose, the Commission recommends Advanced Encryption 
Standard with a key size of 256 bites (AES-256) as the most 
appropriate encryption standard. 

Circular 16-01. Section 18. Agency 
personnel who access personal data 
online shall authenticate their identity 
via a secure encrypted link and must 
use multi-factor authentication.  

Circular 16-01. Section 20. A government agency shall ensure 
that only known devices, properly configured to the agency’s 
security standards, are authorized to access personal data. The 
agency shall also put in place solutions, which only allow 
authorized media to be used on its computer equipment. 

Circular 16-01. Section 21. A government agency shall adopt 
and use technologies that allow the remote disconnection of a 
mobile device owned by the agency, or the deletion of personal 
data contained therein, in event such mobile device is lost. 

Circular 16-01. Section 26. A government agency that uses 
portable media, such as disks or USB drives, to store or transfer 
personal data must ensure that the data is encrypted. Agencies 
that use laptops to store personal data must utilize full disk 
encryption. 

Circular 16-03. Section 4. Security Incident Management 
Policy. A personal information controller or personal information 
processor shall implement policies and procedures for the 
purpose of managing security incidents, including personal data 
breach. 

Circular 16-03. Section 6. Preventive or Minimization 
Measures. Regular monitoring for security breaches and 
vulnerability scanning of computer networks 
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Key changes under GDPR 



How our products help with GDPR Compliance 







Industry Certifications 

EU Model Clauses 
2016 Microsoft Agreement 

h#ps://www.microso/.com/en-­‐us/trustcenter/compliance/
complianceofferings	
  	
  


